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Question 1 (Compulsory, 30 marks)

1(a). Define the primary goals of cybersecurity. (6 marks)

1(b). Explain the tools used to ensure data confidentiality. (6 marks)

1(c). Discuss the principle of least privilege and how it applies in cybersecurity. (6 marks)
1(d). Describe the importance of regular backups in maintaining data integrity. (6 marks)
1(e). Explain the concept of physical security in the context of cybersecurity. (6 marks)

Question 2 (20 marks)

2(a). What is a firewall, and what are its primary functions? (5 marks)

2(b). Differentiate between packet-filtering and stateful inspection firewalls. (5 marks)

2(c). Explain the concept of a Virtual Private Network (VPN) and its significance in cybersecurity. (5
marks)

2(d). Discuss the role of intrusion detection systems (IDS) in network security. (5 marks)

Question 3 (20 marks)

3(a). Identify and explain three common cybersecurity threats to e-commerce. (5 marks)

3(b). What measures can e-commerce sites implement to protect against phishing attacks? (5 marks)
3(c). Describe how encryption can secure online transactions. (5 marks)

3(d). Discuss the impact of ransomware on e-commerce businesses and how they can mitigate this
threat. (5 marks)

Question 4 (20 marks)

4(a). Explain the concept of risk analysis in cybersecurity and its importance. (5 marks)

4(b). Differentiate between qualitative and quantitative risk analysis. (5 marks)

4(c). Describe the steps involved in the risk analysis process. (5 marks)

4(d). Discuss the role and benefit of Artificial Intelligence (Al) and Machine Learning (ML) in
enhancing cybersecurity defences. (5 marks)

Question 5 (20 marks)

5(a). What is the significance of data archiving in cybersecurity? (5 marks)

5(b). Differentiate between data backup and data archiving. (5 marks)

5(c). What are the potential threats to Data Security in an organization? (5 marks)

5(d). Explain the differences between Network-Based Intrusion Detection Systems (NIDS) and Host-
Based Intrusion Detection Systems (HIDS). (5 marks)



